Do gene editing technologies pose public safety threat?

The GLP aggregated and excerpted this blog/article to reflect the diversity of news, opinion and
analysis.

A senior geneticist and a bioethicist warned on Friday that they fear “rogue scientists” operating outside
the bounds of law, and agreed with a US intelligence chief's assertion this week that gene editing
technology could have huge, and potentially dangerous, consequences.

“I'm very, very concerned about this whole notion of there being rogue clinics doing these things,”
geneticist Robin Lovell-Badge told reporters at the American Association for the Advancement of Science
(AAAS) conference in Washington DC, referring to the unregulated work of gene scientists. “It really
scares me, it's bad for the field.”

Recent advances in genetics allow scientists to edit DNA quickly and accurately, making research into
diseases, such as cystic fibrosis and cancer, easier than ever before. But researchers increasingly caution
that they have to work with extreme care, for fear that gene editing could be deployed as bioterrorism or,
in a more likely scenario, result in an accident that could make humans more susceptible to diseases
rather than less.

The US director of national intelligence, James Clapper, testified before the Senate as part of his
worldwide threat assessment report that he considers gene editing one of the six potential weapons of
mass destruction that are major threats facing the country, alongside the nuclear prospects of Iran, North
Korea and China.

Read full, original post: ‘Rogue scientists’ could exploit gene editing technology
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